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Introduction to SAP OPSEC and Information Assurance
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Across

5. Anything that negates or mitigates an 

adversary's ability to exploit a vulnerability 

is a ______________.

10. In the SAP world, Critical Information 

is known as _______.

12. Issues and maintains written security 

authorization statements.

14. Denies adversaries information about 

friendly capabilities, activities, limitations, 

and intentions that adversaries need to 

make competent operational decisions.

15. Categorizing theinformation system is 

_______ _______ proceess.

16. An individual who serves as a principal 

advisor on all matters, technical and 

otherwise, involving the security of 

information systems under his/her purview.

18. The fourth phase of the 5-phase 

OPSEC process is______ ______.

Down

1. During an OPSEC Assessment, one 

must assume the position of the _________

2. Measures and controls taken to deny 

unauthorized persons information derived 

from telecommunications and ensure the 

authenticity of such telecommunications. 

(acronym)

3. The process of verifying a user’s 

identity or verifying the source and 

integrity of the data.

4. Members of the ______ staff assess 

OPSEC programs, assist in OPSEC program 

development, conduct surveys, assessments 

and provide OPSEC training.

6. Bits and pieces of information and 

data that the adversary analyst pieces 

together to

7. What is the fifth step in the Risk 

management Framework process?

8. Critical Program Information or CPI, is 

identified in the ________ (acronym)

9. A framework designed to be tailored 

to meet organizational needs while 

providing adequate risk management of 

data and information systems.

11. Responsible for developing and 

maintaining information security policies, 

procedures, and control techniques to 

address all applicable requirements.

13. The Government or Contract PM 

responsible for overall procurement, 

development, integration, modification, or 

operation, maintenance, and disposal of an 

IS is also called the _________

17. Best practices in systems and security 

engineering.


